
Nimble Storage Alert #: EXT-004 
 
Subject:  Vulnerability to OpenSSL issue dubbed "Heartbleed" (CVE-2014-0160, CVE-2014-0346) has 
been mitigated 
 
InfoSight: infosight.nimblestorage.com  

 Status: vulnerability has been mitigated 

 Next Steps: We recommend you change your InfoSight password 
  
Nimble Storage: www.nimblestorage.com  

 Status: vulnerability has been mitigated 

 Next Steps: None 
  
Support Tunnel (all versions): 

 Status: No vulnerability 

 Next Steps: None 
 
Nimble OS 1.4.x.x:   

 Status: No vulnerability 

 Next Steps: None 
  
Nimble OS 2.0.x.x:   

 Status: No vulnerability 

 Next Steps: None 
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